附件1  竞赛选题

本次竞赛设有四道试题，学生可根据自身兴趣自由选择其一作答
赛题一：AI 数据分析
赛题背景

 打造一个数字开发团队，实现单人公司目标。这是一个多智能体（Agent）协作技术框架，可以将开发团队，分为产品规划、技术架构、前端UI开发、后端服务开发四个部分。一个标准的数字开发团队的开发流程是，在接收一个产品描述和目标后，各智能体进行协作分工，首先产品经理智能体基于产品描述和目标并结合通过网络搜索获得的相关竞品的信息进行完整产品规划，包括功能点，交互逻辑、等，然后架构师智能体根据功能描述和交互逻辑需求，进行架构设计包括采用的技术栈、模块切分，等。最后，前端UI智能体和后端开发智能体，根据模块细节进行具体代码实现。

在本比赛中，需要实现一个简化的数字团队——数据分析团队。智能体团队组成，包括但不限于（1）任务理解师智能体（任务理解和数据资源抓取），（2）逻辑理解师智能体（数据逻辑计算），（3）数据可视化工程师智能体（代码编写）。

流程概述

 1. 用户输入数据集及分析任务，例如，从提供的excel文件中，统计一下过去5年中国GDP数据，看看哪一年增速最大，并把5年的数据绘制出来，以及把增速最快的那一年同时在图上进行标注。

 2. 智能体团队通过多智能体间的协作，最终可视化结果通过图片进行保存。

功能点要求

1. 构建大于1个智能体，实现数据分析团队。

2. 可视化结果完整性，需要包含所有用户输入任务中指定的数据。

3. 可视化结果美观性（加分），可以根据用户意图，实现可视化结果的美观。

评比方式

采用客观指标和专家评审的结合的方式进行评比。客观指标通过黑盒测试集完成，黑盒测试集的构成包括数据库（excel文件）、分析任务列表。专家评审方式，可以从运行效率、分析结果的合理性、可视化结果美观性角度进行讨论。
交付结果要求

1. 源码和技术方案介绍

2. 可运行demo，可直接输入数据分析任务，并可显示输出可视化结果

赛题二：三维空间重建

赛题背景
在机器人领域，三维重建为机器人提供了密集的、高精度的三维地图或模型（如点云、网格），使得机器人能够“看清”并理解其操作空间，识别出障碍物、可通行区域和目标物体。在本赛题中，基于室内环境的单视角RGB视频数据，完成室内环境的3D建模。
模型输入和输出定义

模型输入单目RGB视频，输出3D重建可视化结果。
训练及测试数据集

训练数据集：基于任何公开数据集均可
测试数据集：scannet，http://www.scan-net.org/

评比方式

基于在测试集上模型精度实现排名。采用通用的3D重建评估指标计算方式，
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表示TSDF（truncated signed distance function）预测和真值，[image: image8.png]
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表示预测和真值的点云数据。
交付结果要求

1. 训练和推理源码，及技术方案介绍

2. 可运行demo，输入单目RGBD视频，输出3D可视化结果
赛题三：智能设备访问控制

赛题背景
随着智能机器人与移动终端的广泛融合，手机、平板等设备可通过无线网络或应用接口对机器人进行远程控制与数据交互。在这种智能设备互联场景下，设备在完成身份认证后，仍需要进行细粒度访问控制，以防止越权操作和数据滥用。本赛题旨在设计一种高效、安全、可扩展的智能设备访问控制机制，实现对不同角色、权限和场景下设备访问行为的动态管理与安全审计。
功能点要求

1. 实现基于角色或属性的访问控制策略（RBAC/ABAC）；
2. 支持策略动态更新与实时权限判定；
3. 具备良好的扩展性，可适应多终端、多任务环境。

编程语言及基础框架

1. Python / Go / C / C++ 等编程语言均可使用；
2. 支持常见加密算法库（如 OpenSSL、PyCryptodome 等）；
3．策略模型可自定义或参考 OAuth2、XACML 等标准框架。

交付结果要求
1. 源代码与技术方案文档，说明认证流程、加密机制及安全策略；
2. 可运行 demo，演示设备接入与认证全过程。
评价方式

1. 安全性（合法设备访问识别率、防攻击能力）；
2. 性能（时延、通信和存储开销）；
3．技术方案设计的完整性与创新性。

赛题四：隐私数据保护
赛题背景
随着智能机器人逐渐融入生产与生活场景，用户通过移动终端或云端平台与机器人进行频繁交互。此过程中会产生大量涉及用户身份、行为习惯和位置信息的敏感数据。如何在保护用户隐私的前提下，对访问行为进行有效分析与建模，是实现安全管理与服务优化的关键。本赛题旨在设计一种安全、可解释的隐私数据分析机制，在不泄露用户敏感信息的条件下，对访问智能机器人的用户数据进行统计分析与风险评估，实现“隐私保护与数据利用”的平衡。
功能点要求

1. 支持对用户访问日志、行为特征和设备数据的匿名化或脱敏处理；
2. 具备隐私保护数据分析功能，可实现行为聚类、异常检测或风险评估；
3. 支持差分隐私、联邦学习或同态加密等隐私增强技术。

编程语言及基础框架

1. Python / Go / C / C++ 等编程语言均可使用；
2. 支持主流数据分析与隐私计算框架；
3．可结合差分隐私、同态加密或联邦学习实现安全分析流程。

交付结果要求
1. 源代码与技术方案文档，说明隐私保护机制与数据分析流程；
2. 可运行 demo，展示用户隐私数据在保护条件下的分析与风险识别过程。
评价方式

1. 分析准确率（行为聚类或风险识别的正确率）；
2. 性能（时延、通信和存储开销）；
3．技术方案设计的完整性与创新性。
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